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Agenda

• DCNO (Warfare Requirements and Programs) 
(N6/N7) Core FORCEnet Responsibilities

• Requirements
• Resources
• Compliance Policy

• Developing FORCEnet Capabilities with 
Joint/Agency/Coalition Partners

• Focusing Science and Technology to Address 
FORCEnet Warfighting Gaps

• Applying FORCEnet to Global War on Terrorism
• Summary
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DCNO(Warfare Requirements and Programs)
Core Responsibilities for FORCEnet

SECNAVINST 5400.15A: CNO/CMC determine requirements and priority. 
CNO execute resource allocation; input to acquisition decisions.
SECNAVINST 5000.2C:  CNO/CMC identify, define, validate, & prioritize 
requirements.   CNO responsible for JCIDS.  CNO Program Sponsor is  
the User representative, and the JCIDS/PPBE/Acquisition interface. 
Naval Regulations:  CNO determine current & future Navy requirements.
CNO Memorandum of 21 Feb 03:  DCNO(Warfare Requirements and 
Programs) responsible for defining FORCEnet requirements & resources.
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Naval Capabilities Development Process

Warfighting
(Campaign)

Analysis

N6/N7 SPP

Transformation 
Roadmap

ISCP
• Investment Priorities
• Capability Balance

Pillar 
Analysis

Strategic
Guidance

S & T
Assessment

Force Structure & 
Munitions (NNOR)

Analyses

Force
Capability

Metrics

Program
Guidance

• P hase I, II, I II BDA
• MEA
• Tar get nomin ations
• Special Studies

•  Maritime CTL
• Phase I,  II BDA

• Propose targets
• Track JFLC C Targets
• Phase I, II B DA
• MEA

• Tar get study
• Point mensuration
• No strike lists
• Target materials
• P hase I, II, I II B DA

• Phase II BDA;
Combat Assessment

•  C DL,  JNFL,  Pre-
planned JTL

• Target materials
•  Target nomination

• Phase I , II BDA; MEA
• Tgt. Folders;weaponeering
•  ATO, JTl

JFC
(JOC/JIC)

JFLCC
(ACE)

WOCMAW

JFMCC

F2C2

DCCC

DIA

NMJIC

JFSOCC

JFACC
(AOC) • Phase I BDA

• P hase I B DA

•  C oalition Coordination

C aveats:
• Extr act from
U SC E N TC O M
   O b jective  A rchitec tur e
   C oncerning Targe ting –
   N ovemb er 19 97  D r aft
• N odes; info. ex changes;
   functions shown do not
   represent a comp le te se t

MIDB
C hanges

Target
Nominations

BDA Repo rts
(im agery/text)

•  BDA  R eports
 (im agery/text)

•  Collection
   Requirem ents

• BDA Repo rts
 (im ag ery /text)

• Target materials/analysis
• BDA  Reports (im ag ery/text)

Collection
R equirements

• Weapon System Video
• MISREPs
• Com bat R eports
• Munitions Effects
• Target nominations
• Target material re quests

• Target materials/analysis
• BDA Reports (im ag ery/text)

• BDA  Reports (im agery/text)

• Enemy Force
   Effectiveness
• Colle ction
   R equirem ents
• Target
   N ominations • BDA  R eports

 (im agery /text)

• We apon System Video
• MISREPs
• Com bat Repo rts
• Munitio ns Effects
• Target nominations
• Target mater ial requests
• Collection R equirem ents
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Near Term Operations as of 2003 -- Major Regional Conflict -- Theater Air and Missile Defense functions 
Sources:  Ref J6, J13, J62, J84, J94, J97, N3, N10, N11, N14, N16, N27, F1, B17, R8, R16, S11, S14-S24 
Notes for Navy Charts
1 AWACS 2 RIVET JOINT 3 Formerly EWC 4 Aerial Refueling Aircraft 5 May be indirect v ia Fleet gateway
6 “Ships” & “Subs”  refers to vessels, which although not an integral part of the Joint Force, are tasked to provide surveillance
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N6/7 POCs & N81 N6/7 POCs & N81N6/7 POCs & N81N6/7 POCs & N81N6/7 POCs & N81N4 POCs & N81N4 POCs & N81N3/5 POCs & N81

JROC
Joint Requirements Oversight Counsel

JCB
N81

Joint Capabilities Board

FCB / Working Group efforts – Led by JS supported by OPNAV 
SMEs based on issues being addressed

OPNAV SMEs
N81 SME Database

N81 0-6

Integration of FCB 
issues for presentation 
at JCB / JROC Forums

FCBs

Focused 
Logistics

Focused 
Logistics

N4  0-6 / N81 Rep N6/7  0-6 / N81 Rep

Command & 
Control

Command & 
Control

Protection

Protection

N6/7  0-6 / N81 Rep

Force Application

Force Application

N6/7  0-6 / N81 Rep

Battlespace 
Awareness

Battlespace 
Awareness

N6/7 0-6 / N81 Rep

Working
Groups

N6/7  0-6 / N81 Rep

Net-Centric

Net-Centric

Training

Training 

N4  0-6 / N81 Rep

Force 
Management

Force 
Management

N3/5  0-6 / N81 Rep

JCIDS…develops Joint future warfighting capabilities  

Joint Capabilities Integration & 
Development System (JCIDS)
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Spiral Development, Refinement, and 
Implementation of FORCEnet Enterprise 
Requirements/Architectures/Standards

Operationally-Based 
Assessment & Refinement:
• FORCEnet Innovation 
Continuum/Trident Warrior
• Coalition Warrior 

Interoperability Demonstration  

Operationally-Based 
Assessment & Refinement:
• FORCEnet Innovation 
Continuum/Trident Warrior
• Coalition Warrior 

Interoperability Demonstration  

Enterprise Instantiation:
• FORCEnet Consolidated 

Compliance Checklist (FCCC)

Enterprise Instantiation:
• FORCEnet Consolidated 

Compliance Checklist (FCCC)

FORCEnet Requirements Spiral 1 (FY 03/04)
• Naval Operating Concept for Joint Operations
• FORCEnet Universal Needs Catalog
• FORCEnet Architecture Vision
• FORCEnet Architectures & Standards Vol 1
• FORCEnet Architectures & Standards Vol 2
• FORCEnet Science & Technology Roadmap 
• FORCEnet HSI Assessment Plan

Operational Requirements 
System/Tech Requirements
Policy Requirements 
Implementation Requirements

FORCEnet Requirements Spiral 2 (FY 05/06)
• FORCEnet Functional Concept
• FORCEnet Capabilities List
• FORCEnet Integrated Architecture:  OV
• FORCEnet Integrated Architecture:  SV/TV

•FY 2004 Senate Appropriations Committee Report (108-87): “ The 
Committee is supportive of the goals of this integration program. …
The Committee directs that the FORCEnet program establish these 
requirements… and release the approved requirements to those affected 
programs as quickly as possible in FY 2004.”

Top-Level
Guidance/Requirements

Lab-Based Assessment & 
Refinement:
• Joint Rapid Architecture 
Experimentation events

Lab-Based Assessment & 
Refinement:
• Joint Rapid Architecture 
Experimentation events

FCCC structure

Aligning with
Joint Concepts

Aligning
With GIG
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FCCC Distills Relevant DoN/DoD
Joint/Net-Centric/FORCEnet Criteria:
• Operational, led by NETWARCOM
• Technical, led by FORCEnet CHENG
• Policy, led by OPNAV
• Implementation, reflecting 
OPNAV(N6/N7) and ASN(RD&A) policy

OPNAV

Fleet/
NNWC

Acquisition
Community

FCCC

FORCEnet Consolidated Compliance Checklist  
(*denotes draft) 

 
Meets Meets w/ 

Comment 
Does 
Not 

Meet 

Signature / Date 

 FORCEnet Integrated Architecture Operational Views * 
- OPNAV POC:  Mr Duncan Macdonald (703) 601-1403 

    

 FORCEnet  Capabilities 
- Ref:  FORCEnet Functional Concept 
- OPNAV POC:  Mr Pete Blackledge (703) 601-1429 

 

 FORCEnet  Capabilities (cont’d) 
- Ref:  FORCEnet Capabilities List * 
- OPNAV POC:  Dr Mike Bell (703) 601-1424 / Mr Edgar 

Bates (703) 601-1405 

    

 FORCEnet Integrated Architecture System And Technical 
Views (SV, TV) * 

- OPNAV POC:  Mr Duncan Macdonald (703) 601-1403 

    

 Navy Enterprise Open Architecture (NEOA), conforming to 
Open Architecture Computing Environment (OACE) 
Technologies and Standards (T&S) and OACE Design Guide 

- Ref:  Open Architecture Technologies & Standards / 
Design Guidance v1.0 

- OPNAV POC:  Mr Duncan Macdonald (703) 601-1403 

    

 DoD Information Technology Standards Repository (DISR) 
- Ref:  OSDM 22 Dec 04 
- OPNAV POC:  Mr Duncan Macdonald (703) 601-1403 

    

 Internet Protocol (IP) based with transition to IPv6 planned 
- Ref:  OSDM 22 Aug 96 
- OPNAV POC:  Mr Duncan Macdonald (703) 601-1403 

    

 Global Information Grid (GIG) Mission Area Capabilities 
- Ref:  Initial Capabilities Document for Global Information 

Grid Mission Area, JROCM 202-02 of 22 Nov 02 
- OPNAV POC:  Mr Bill Martin (703) 604-7046 

    

 Global Information Grid (GIG) Enterprise Services (ES)  
- Ref:  Initial Capabilities Document for Global Information 

Grid Enterprise Services, JROCM 051-04 of 22 Mar 04 
- OPNAV POC:  Mr Bill Martin (703) 604-7046 

    

 Net-Centric Operations & Warfare Ref Model (NCOW RM) 
- Ref:  Net-Centric Operations & Warfare Ref Model v1.0 
- OPNAV POC:  Mr Bill Martin (703) 604-7046 

    

 Net-Centric Enterprise Services (NCES) 
- Ref:  DepSecDef Memorandum, Global Information Grid 

Enterprise Services (GIG ES): Core Enterprise 
Services – U18556-03 of 10 Nov 03 

- OPNAV POC:  Mr Bill Martin (703) 604-7046 

    

 Net-Centric Enterprise Solutions for Interoperability (NESI) 
- Ref:  Net-Centric Implementation Framework V 1.0.1 of 

04 Feb 05 
- OPNAV POC:  Mr Bill Martin (703) 604-7046 

    

 Net Ready Key Performance Parameters (NR KPP) 
- Ref:  CJCSI 3170.01/6212.01C 
- OPNAV POC:  Mr Bill Martin (703) 604-7046 

    

 

 
 Meets w/ 

Comment 
Does 
Not 
Meet 

Signature / 

 ASD(NII) Net-Centric Checklist (NCC)  
- Ref:  OASD/NII Net-Centric Checklist (NCC) ver 2.1.3 of 

12 May 04 
- OPNAV POC:  Mr Bill Martin (703) 604-7046 

    

 Transformational Communications Architecture (TCA) 
- Ref:  TCA 2.0 
- OPNAV POC:  CDR Jim Coffman (703) 601-1223 

    

 Joint Tactical Radio System (JTRS) Software Compliant 
Architecture (SCA) 
- Ref:  ASD(C3I) 28 Aug 98, 17 Jun 03 
- OPNAV POC:  Mr Joe Trainor  (703) 601-1233 

    

 Teleports 
- Ref:  DoD Teleport Gen 2 ORD, 04 May 05 
- OPNAV POC:  Ms. Deb Gowans, (703) 601-1224 

    

 

 Joint Battlemangament Command and Control Roadmap 
- Ref:  JBMC2 Roadmap 
- OPNAV POC:  LCDR Jody Grady (703) 601-1422 

    

 Human Systems Integration (HSI) 
- Ref:  (See Attached Compliance Action List) 
- OPNAV POC:  Ms Kathy Dufresne (703) 601-1427 

    

 Electromagnetic Environmental Effects (E3) / Spectrum 
Supportability (SS) 
- Ref:  (See Attached Compliance Action List) 
- OPNAV POC:  Mr Dave Harris (703) 601-1361 

    

 Information Assurance (IA) 
- Ref:  (See Attached Compliance Action List) 
- OPNAV POC:  CDR Michael Coleman  (703) 601- 1456 

    

 Data Strategy (DS) 
- Ref:  (See Attached Compliance Action List) 
- OPNAV POC:  Mr Tim Traverso (703) 855-4956 

    

FO
R
C
E
n
et

 P
ol

ic
y 

C
ri
te

ri
a
 

 Geospatial and Time Standards (GTS) 
- Ref:  (See Attached Compliance Action List) 
- OPNAV POC:  Mr Phil Vinson (703) 601-1484 

    

 N6/N7 Memorandum, Subj: FORCEnet Requirements / 
Capabilities & Compliance Policy 
- OPNAV POC:  Mr Pete Blackledge  (703) 601-1429 

    

FO
R
C

E
n
e
t 

Im
p
le

m
e
n
ta

ti
o
n
 

C
ri

te
ri

a
 

 ASN(RD&A) Memorandum, Subj: DoN Acquisition Policy for 
Implementing FORCEnet Capabilities* 
- OPNAV POC:  Mr Pete Blackledge  (703) 601-1429 

    

 Refer all FORCEnet Consolidated Compliance Checklist comments, inquiries, and requests to:  
peter.blackledge@navy.mil. 

““We use and enforce a FORCEnet We use and enforce a FORCEnet 
Compliance Checklist to ensure that  Compliance Checklist to ensure that  
all Navy programs are FORCEnet and all Navy programs are FORCEnet and 
GIG compliant.GIG compliant.””

RADM T.E. RADM T.E. ZeliborZelibor, USN, USN
Deputy for C4I Integration and PolicyDeputy for C4I Integration and Policy
DoNDoN Deputy CIO for NavyDeputy CIO for Navy
Statement before House Armed Services Statement before House Armed Services 

Committee, Subcommittee on Terrorism,Committee, Subcommittee on Terrorism,
Unconventional Threats, & CapabilitiesUnconventional Threats, & Capabilities

February 11, 2004February 11, 2004
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• Committee supportive of 
FORCEnet goals.

• Directs establishment 
and release of approved 
requirements in FY 2004. 
FY 2004 Senate Appropriations

Committee Report

• Committee supportive of 
FORCEnet goals.

• Directs establishment 
and release of approved 
requirements in FY 2004. 
FY 2004 Senate Appropriations

Committee Report

Evolution of FORCEnet Consolidated Compliance 
Checklist (FCCC) and FORCEnet Requirements/ 

Capabilities and Compliance (FRCC) Policy

Direction

Coordination

JCIDS Review

DoD/Joint 
Coordination

Endorsement

Development

Concurrence

Final Policy

Interim Policy

Review

Refinement

Guidance

Congress

OPNAV (N71)

OPNAV N71 NETWARCOM   MCCDC       DoN CIO

ACNO IT        Fn CHENG         A
SN RDA CHENG

Joint Staff (J6, J8)  OUSD (AT&L) OASD (NII)  FIOP       DISA

DoD CIO           
       PA&           

     TCO           
 SIAP/SE   USJFCOM

FORCEnet Operational Advisory Group (OAG)

Chairs:  NETWARCOM & MCCDC    Members: USN/USMC/Joint Warfighters

Allies/Coalition Partners

Industry Consortia & Conferences

Net-Centric Functional Capabilities Board

Command and Control Functional Capabilities Board

Congressional Testimony & Presentations

OPNAV(N6/N7) Review    CNO Notification
FORCEnet EXCOMM

OPNAV (N091, N1, N2, N3/N5, N4, N6F,

N70, N71, N75, N76, N77, N78, N80, N81)

NETWARCOM   MCCDC  DoN CIO

ACNO IT   Fn CHENG  RDA CHENG

Fn Compliance & Acquisition WG

Fn/C4I VS Governance Board

OSD/Joint Staff Reviews

DCNO(N6/N7)

Memorandum

SECNAVINST

• OPNAV (N6/N7) promulgate FCCC and 
supporting compliance process.

• FIBL will assess compliance with FCCC.
• ASN(RD&A) Memorandum of 11 Jan 05; Subj:

Summary of FORCEnet EXCOMM  of 4 Nov 04

• OPNAV (N6/N7) promulgate FCCC and 
supporting compliance process.

• FIBL will assess compliance with FCCC.
• ASN(RD&A) Memorandum of 11 Jan 05; Subj:

Summary of FORCEnet EXCOMM  of 4 Nov 04

In Process

Legend:

Completed
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FORCEnet Requirements / Capabilities 
and Compliance (FRCC) Policy

- DCNO(Warfare Requirements and Programs)(N6/N7) 
FRCC Policy Memorandum of 27 May 2005 -

• Promulgates FCCC and a supporting compliance process
• Codifies and implements FORCEnet requirements/capabilities 

for all systems resourced by OPNAV N6/N7
• Supports NCDP by providing validated FORCEnet 

compliance criteria for program assessment
• Ensures FORCEnet-related Navy and Joint/OSD directives 

and standards are captured in JCIDS documentation
• Supports FORCEnet Implementation Baseline (FIBL) and 

FORCEnet Enterprise Team (FET) evaluations of existing 
programs with FORCEnet criteria

• Directs transition of FRCC policy to SECNAVINST
OPNAV (N71) FORCEnet Website:

http://cno-n6.hq.navy.mil/Director_Net-Centric_Warfare/OPNAV_N71/FORCEnet/
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DoN
Guidance

•SECNAV
•OPNAV
•CFFC/
NETWARCOM
•FORCEnet
CHENG

FORCEnet
Requirements/

Capabilities
& Compliance
Review Board

•OPNAV (N6/N7)
•ACNO(IT)

•NETWARCOM
•ASN(RDA)CHENG

•Fn CHENG

Consolidate
Review
Deconflict
Recommend

FORCEnet
Requirements/
Capabilities

& Compliance
Flag Board

• Flag/SES 
Stakeholders

Decide
Submit

OPNAV 
(N6/N7)

Approve/
Validate
Promulgate

Implement
•Dynamic, Agile, Responsive End-to-End Process
•Clear Lines of Authority/Responsibility
•Configuration Control and Process Discipline

Top-Level 
Concepts & 
Capabilities

Policy
Architecture &

Standards

FORCEnet Requirements/Capabilities
and Compliance (FRCC) Process

Top-Level
Guidance

•OSD
•USJFCOM
•DISA
•Joint Staff

• N6/N7 Program/
Resource/Warfare
Sponsors & N70:
Planning & NCDP
development

•OPNAV Division
Directors: 

Development &
review of 
Navy JCIDS 
documentation

•FORCEnet
CHENG: 
FIBL/FIT update
& program
assessments 



11

POM

Compliance
Assessment

Capability  
Balance  

Validated Warfighter Rqmts
CNA/Other Studies

OPNAV N6/7 Approval
FORCEnet RCCFB

FORCEnet RCCRB

FORCEnet Compliance Support to
Naval Capabilities Development Process 

DoN Guidance
Federal/DoD/Joint Guidance

Consolidate
Review/Deconflict
Decide/Validate
Recommend Updated 

FORCEnet Consolidated 
Compliance Checklist

Approve & Direct

FORCEnet Compliance 
Process

(Concepts, Capabilities, Policy,
Architectures, and Standards)

Analysis/M&S

Information Collection

FIBL w/Authoritative Databases 

FORCEnet
Implementation Baseline/

Toolset Process
(Programs, Systems and Initiatives)

Collect Information
Analyze 
Forward Findings

Modeling and Simulation
MCP Rollup

Campaign Analysis
Sea Trial/Enterprise/Warrior

NCDP Analysis
(Funding Recommendations)

Trade offs:
Cost
War Fighting 
Effectiveness
FORCEnet Compliance

Resourcing Decisions
CEB=>CNO/SECNAV=>OSD

ASN(RDA)

Supporting Transformation, Joint Interoperability and Cost Efficiencies

SYSCOM & FET

Assessments

Long Range Plan =>

FIBL Metrics<= Assessment Results

Requirements/
Capabilities
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FCCC/FRCC Provides Consistent 
Application of a Single, Validated 
FORCEnet Requirement Document

RO

OPNAVINST

CJCSI

SECNAVINST DoN CIO ASN(RD&A)

ASD(NII)USD(AT&L)SECDEFJFCOM

FCCC

OPNAVINST

CJCSI

SECNAVINST DoN CIO ASN(RD&A)

ASD(NII)USD(AT&L)SECDEFJFCOM

SME

RO RO

Prior to FCCC/FRCC Implementation:
Each Requirements Officer individually

identified, interpreted, and applied
top-level FORCEnet/NCOW guidance

for review of JCIDS documents

With FRCC/FRCC Implementation:
A single, validated FORCEnet/NCOW 

requirements document is provided to
designated Subject Matter Experts, for
uniform application in JCIDS reviews

SME SME
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FCCC Decomposition for
FIBL/PEO/PM Implementation

Criteria
Q04: Does the application use Web 
services to expose its data?

Q04.1: Does the program use UDDI?
Q04.2: Does the program use SOAP?
Q04.3: Does the program use WSDL?
XML-tagged with Policy Reference,
Requirement(s), and Taxonomy Info
XML-tagged with Policy Reference,
Requirement(s), and Taxonomy Info

FCCC Policy Documents

NII Checklist

3. Trace Criteria to 
Taxonomy

1. Decompose Document to 
FCCC Requirements

Taxonomy

Data

Visibility

Tech

5.  Calculate Compliance 
Profile

FCCC Requirement
“Describe how the system is making its data assets 
visible to consumers.”
Rationale – Question will identify if the application 
is making use of Web services to expose its data.

2. Determine 
Compliance Criteria

4. Compare 
Programs to 

Criteria
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FORCEnet Enterprise Team (FET)
Categorization Process

Fleet SMEsNNWC – “O” Lead

System Data 
Packages

SME 
Inputs

Consolidated 
“O” Input

FET Secretariat NNWC/FFC N6 

“POST”
INPUT

OPNAV 
N6/N7 –
“P” Lead

Fn C4I VS –
“S/T” Lead

USMC 
Lead

Consolidated 
“P” Input

Consolidated 
“S/T” Input

USMC Input   
(P, O and S/T)

Programmatic 
SMEs

System / 
Technical 

SMEs

SMEs

TYCOMs
FCTs

Numbered FLEETCOMs

OPNAV

FET Recommendation

P S/T O

6

Pre-Decisional – Draft Working Papers

United States Fleet ForcesUnited States Fleet Forces Operational Readiness, Effectiveness, PrimacyOperational Readiness, Effectiveness, Primacy

PM Enter Data 
into FIBL 

(includes self-
assessment of 

category

PEO 
Verification 

of Data

Data Received 
from Fn/C4I VS 
LVL I Tasker / 

FIBL Locked for 
Programs under 

Review

FET Chair 
Identifies 

System List & 
Additional Data 

Needed for 
Review

FET Secretariat 
Sends 

Announcement 
Message and  

Data Tasker to 
Fn/C4I VS LVL I, 

Chair

FET Secretariat 
Transmit FIBL/ 

Data to FET 
Membership

FET Secretariat 
Consolidates Votes 

and Associated 
Documentation into 
Single Package and 
fwd to FET Level I 

Chair

Continuous Process

FET Level I Chair 

• Approves Categorization List and Posts 
Findings for FET Level I Review and 
Comment.

• Forwards to Higher Level FET for 
Concurrence; or 

• Forwards Recommendation (including 
Dissention) to Higher Level FET for Decision

OPNAV uses Internal Processes Consolidated “P” Input

NETWARCOM uses Internal Processes Consolidated “O” Input

Fn/C4I VS uses Internal Processes Consolidated “S/T” Input

USMC uses Internal Processes Consolidated “USMC POST” Input
Initiated 19 May Completed  8 July

Completed 8 July August

On-going

FORCEnet Categorization ProcessFORCEnet Categorization Process
(Proof of Concept)(Proof of Concept)

Fleet 
FMF

Acq / Tech 
Community

Resource 
Sponsor

P

O

S T
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Top Level Guidance

•OSD
•USJFCOM
•DISA
•Joint Staff

DoD IT 
Standards 
Repository 

(DISR)

DoN Guidance

•SECNAV
•OPNAV
•CFFC

•SPAWAR 05
•PEO C4I and Space
•NAVAIR 4.1
•PEO LMW
•PEO SUB
•PEO IWS
•NAVSEA
•OPNAV N71
•DRPM ERP
•DRPM NMCI
•ASN RDA CHENG
•DON CIO
•NETWARCOM

FORCEnet 
Requirements/Capabilities 

& Compliance (FRCC) 
Review Board

•OPNAV (N6/N7)
•ACNO (IT)
•NETWARCOM
•ASN (RDA) CHENG
•Fn CHENG

Assess:
-Programmatic
-Technical
-Implementation

TWGs Navy ITSC
Member

-Setting of standards
-Identify substantive issues

Aligning Navy Net-Centric 
Standards under FRCC Process
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Navy Tactical Exploitation of 
National Capabilities (TENCAP)

Fleet 
Requirements

TENCAP Technology 
Review

TENCAP & N6/N7, N2 LNOs

Prioritize Projects based on: 

- Fleet Requirement,

- Space tie-in  

-Transition Probability

TENCAP brief N6/N7 BOD

TENCAP brief N6/N7 for 
Program Approval

GAP   
Analysis   

CFFC Consolidated InputOPNAV N6/N7&N2 LNO InputA-10
F/A-18E/F
E/A-18G

TC

Littoral

ASuW
DDG/X

F/A-18C/D

SOF
TACP

TEL

MOBILE 
SAM

Surface 
Threat

Ground 
Threat

Developing FORCEnet Capabilities 
with Joint/Agency/Coalition Partners

Joint Tactical Edge 
Networking

Coalition Warrior Interoperability
Demonstration (CWID)
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FORCEnet Facilitates Converging 
Capabilities to Common Solutions

AIM POINT
MENSURATION

AIM POINT
MENSURATION

CONSOLIDATED
SYSTEMS

TRANSFORMATIONA
L

JOINT CAPABILITIES

ISR
FUSION

ISR
FUSION

COMMANDER’S
DECISION  

COMMANDER’S
DECISION  

DCGS DCGS -- AFAF

DCGSDCGS--NN

FF
OO
RR
CC
EE
NN
EE
TT

C2C2

CC
OO
NN
SS
TT
EE
LL
LL
AA
TT
II
OO
NN

RAINDROPRAINDROP

PRECISION TGTPRECISION TGT
WORKSTATIONWORKSTATION

Common Common 
GeopositioningGeopositioning

ToolTool

GCCSGCCS--AA

GCCSGCCS--MM DoDDoD’’ss Joint C2Joint C2
ArchitectureArchitecture

GCCSGCCS--AFAF

DCGS DCGS -- AA

LL
AA
NN
D D 
WW
AA
R R 
NN
EE
TT

DCGS 10.2 DIBDCGS 10.2 DIB
(Standard Data (Standard Data 

Elements and Access)Elements and Access)
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Focusing Science and Technology (S&T)
to Address FORCEnet Warfighting Gaps

Science & Technology (S&T) Timelines

TOG
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Applying FORCEnet to Global War on Terrorism 
- Establishing Global Maritime Domain Awareness -

Data Information

Vessels

Cargo

People

Infrastructure

Delivery
Warehouse

Receiving
Warehouse

Develop Maritime Domain Awareness:
- Fuse data into information (COP)

Action
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Summary
• DCNO, Warfare Requirements and Programs (N6/N7) is 

responsible for FORCEnet requirements, resources, and 
compliance policy; N71 is N6/N7 lead

• N6/N7 is Program/Resource/Warfare Sponsor for FORCEnet and warfare programs

• FORCEnet enterprise requirements, contained in FCCC, are 
being instantiated into Navy programs via the JCIDS process 
and into POM/Budget via the NCDP

• Acquisition Community is instantiating FCCC via FIBL
• Operational Community instantiating FCCC via FET and Sea Trial

• N6/N7 is working in related areas to enhance FORCEnet 
warfighting capability and efficiency

• Serves as a primary FORCEnet interface with the Joint Staff and Congress
• Working across DoD and National Agencies, and with Allies/Coalition Partners

“Compliance of individual Navy programs, systems, and initiatives with 
joint interoperability guidance is critical to Navy transformation from 

platform-centric standalone systems to a capabilities-based NCO/W environment.”
DCNO, Warfare Requirements and Programs (N6/N7)

Memorandum of 27 May 2005; Subj: FORCEnet Requirements / Capabilities and Compliance Policy 


